FEDERAL DEPGCSI T | NSURANCE CCORPCRATI ON
WASH NGTON, D. C

)
In the Matter of )
)
FARMERS AND MERCHANTS BANK ) ORDER TO CEASE AND DESI ST
EATONTON, CGECRA A )
) FD G 97- 084b
)
(1 NSURED STATE NONVEMBER BANK) )
)
)

The Farmers and Merchants Bank, Eat onton, Georgi a ("Bank"),
havi ng been advised of its right to a witten Notice of Charges
and of Hearing detailing unsafe or unsound banking practices and
violations of applicable aws and regul ations all eged to have
been coomtted by the Bank and of its right to a hearing
regardi ng such all eged charges under section 8(b) (1) of the
Federal Deposit Insurance Act ("Act"), 12 U S.C ' 1818(b) (1),
and havi ng wai ved those rights, entered into a STI PULATI ON
AND CONSENT TO THE | SSUANCE OF AN CRDER TO CEASE AND DESI ST
(" CONSENT AGREEMENT") with a representative of the Legal D vision
of the Federal Deposit Insurance Corporation ("FD C'),
dated Novenber 12, 1997, whereby solely for the purpose of this
proceedi ng and wi thout admtting or denying any of the alleged
charges of unsafe or unsound banki ng practices and viol ati ons of
applicable aws and regul ati ons, the Bank consented to the

i ssuance of an CRDER TO CEASE AND DESI ST ("CRDER') by the FD C



The FDI C considered the natter and determned that it had
reason to believe that the Bank had engaged in unsafe or unsound
banki ng practices and had coomtted viol ations of applicable | ans
and regul ati ons.

The FDIC, therefore, accepted the CONSENT AGREEMENT and
i ssued the foll ow ng:

CRDER TO CEASE AND DESI ST

| T 1S HEREBY CRDERED, that the Bank, its institution -
affiliated parties, as such termis defined in section 3(u) of
the Act, 12 U S . C ' 1813(u), and its successors and assi gns
cease and desist fromthe foll ow ng unsafe or unsound banki ng
practices and violations of |aws and regul ati ons:

A Failing to provi de adequate supervision and direction
over the affairs of the Bank by the board of directors of the
Bank to prevent unsafe or unsound practices and viol ations of
| aws and regul ati ons;

B. Qperating the Bank w th rmanagenment whose policies and
practices with respect to electronic information systens are
detrinmental to the Bank and jeopardi ze the safety of its
deposits;

C Qperating the Bank with inadequate and unreliable

el ectronic information systens;



D. Qperating the Bank with an i nadequate and unreliabl e
el ectronic informati on systens service provider ;

E Failing to take appropriate neasures to e nsure that the
el ectronic informati on systens and ot her automated systens that
are utilized by the Bank are able to performcorrectly autonated
processi ng operations involving dates |ater than Decenber 31,
1999;

F. Qperating w thout appropriate audit practices and
procedures with respect to the electronic informati on systens
that are utilized by the Bank

G Failing to require appropriate segregation of the
duties of enpl oyees who operate the electronic information
systens that are utilized by the Bank

H Failing to require an appropriate nunber of enpl oyees
to be trained to operate the electronic informati on systens that
are utilized by the Bank;

l . Wilizing electronic informati on systens w thout an
appropriate data processing policy;

J. Failing to devel op and test an appropriate disaster
recovery plan with respect to the Bank =s utilization of

el ectronic information systens;



K. Wilizing electronic informati on systens w t hout
appropriate policies, practices, and procedures with respect to
| ogi cal, physical, and operational security ;

L. Failing to establish appropriate authority and controls
over the Bank =s information systens service provider;

M Qperating mcroconputer systens in the conduct of the
Bank =s busi ness wi thout an appropriate policy regarding the use
of mcroconputers by the Bank and its personnel;

N Failing to ensure that the electronic information
systens that are utilized by the Bank enpl oy applications
software that is currently supported by the software vendor ;

Q Failing to ensure that the electronic information
systens that are utilized by the Bank enpl oy an operati ng system
that is currently supported by the operating system vendor; and

P. Failing to maintain witten records, or to require the
mai nt enance of witten records, reflecting the operationa
performance of the informati on systens that are utilized by the
Bank.

| T 1S FURTHER CRDERED that the Bank and its successors and
assigns take affirmative action as foll ows:

1. (a) Wthin 30 days fromthe effective date of this
CRDER, the Bank shall have and retain qualified nmanagenent. At

mninmum and in addition to the requirenents of any other



O der(s) with respect to the managenent of the Bank, such

managenent shall include an Informati on Systens G ficer who shall
possess the experience and qualifications necessary to provide
appropriate oversight over both the daily operation of the
information systens utilized by the Bank and t he Bank =s | onger
termprovisions for its electronic infornmation system needs.

Such I nformation Systens (ficer shall be provided the necessary
witten authority to inplenent the provisions of this CRDER The

qualifications of the Information Systens (ficer shall be

assessed on such officer =s ability to (i) conply with the

requirenents of this CRDER (ii) cause the Bank =s electronic
information systens utilization to be conducted in a safe and
sound manner, (iii) ensure that the Bank, and not its electronic
information systens service provider, exercises control over the
Bank=s utilization of electronic information systens; and (iV)
ascertain that all electronic systens that are utilized by the
Bank are able to performcorrectly all autonated processing
operations involving dates |ater than Decenber 31, 1999 and are
appropriately tested to denonstrate such capability. As long as
this CRDER renains in effect, the Bank shall notify the Regi onal
Drector of the FDCs Atlanta Regional Ofice ("Regional
Drector") and the Comm ssioner of the CGeorgi a Departnent of

Banki ng and Finance ("Comm ssioner”) in witing of any change in
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the identity of the Bank =s Information Systens Cficer. Such

notification shall be in addition to any application and prior
approval requirenments established by section 32 of the Act, 12
US C ' 1831li, and inplenenting regul ations; nust include the
names and qualifications of any repl acenent personnel; and nust
be provided at |east 30 days prior to the individual assumng the
new position.

2. Wthin 30 days fromthe effective date of this CRDER
t he Bank shall devel op and adopt a plan ("Year 2000 Pl an") for
ascertaining that all electronic information systens that are
utilized by the Bank, or upon which the Bank depends for the
conduct of its business, are able to performcorrectly al
aut omat ed processing operations involving dates l[ater than
Decenber 31, 1999 and are tested to denonstrate such capability.
Prior to the adoption of the Bank’s Year 2000 Pl an, such Pl an
shall be reviewed and approved by the Bank’s board of directors,
and such review and approval shall be recorded in the mnutes of
the Bank’s board of directors. Thereafter, the Bank shal
i npl enent the Year 2000 Plan. Immediately follow ng the adoption
of the Bank’s Year 2000 Pl an, the Bank shall submt a copy of the

Plan to the Regional Drector and to the Conm ssioner. At a

mni num the Bank =s Year 2000 Pl an shall provide for:



b)

Measures, to be taken beginning no |later than 45 days
fromthe effective date of this CRDER to communi cate to
the Bank =s personnel, its information systens service
providers, any providers of services to the Bank that

i nvol ve enbedded m croprocessors or tel ecommunications
l'inks, and any custoners or service providers with whom
t he Bank conducts busi ness by exchange of information in
electronic form the nature of the Year 2000 Problem as

described in the Federal Financial Institutions
Exam nation GCouncil =s May 5, 1997 Interagency Statenent

on Year 2000 Project Managenent Awareness, and the need

for the Bank, its service providers, and its custoners
toidentify and correct any deficiencies in the Bank =S

capability to process correctly all transactions

involving dates later than Decenber 31, 1999. Such
measures shall be reviewed and approved by the Bank =s

board of directors, and such review and approval shal
be recorded in the mnutes of the board of directors;
A witten assessnent, to be conpleted wi thin 60 days
fromthe effective date of this ORDER of the extent of
the actual and potential Year 2000 problens that are
posed by the electronic information systens and ot her

aut onat ed systens that are utilized by the Bank. Such



assessnent shall include the identification of al
information systens hardware, operating systens
software, application software, data files,

t el ecommuni cati ons technol ogi es, and ot her automated
systens that are utilized by the Bank. Such assessnent

shall also identify all interdependencies between the
Bank =s automated systens and those of its vendors, its
service providers, and its custoners. Such assessnent
shall evaluate the capability of all such systens to
conduct correctly all operations involving dates | ater
t han Decenber 31, 1999. Such assessnent shall al so
evaluate the Bank =s information systens service

provider, and any service provider that is utilized by

the Bank =s service provider, to determne such

provi ders = awareness of, and ability to correct, any
Year 2000 problens with respect to information systens
services that are provided to the Bank. |In addition,
such assessnent shall address each of the potential Year
2000 problemissues that are identified in the

| nt eragency Statenent on Year 2000 Project Managenent
Awnareness. Finally, the Bank =s witten assessnent shal

identify the resources that will be needed to correct

any Year 2000 problens that are identified in the
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d)

systens that are utilized by the Bank, and shal

establish time frames for correcting such problens. The

Bank=s witten assessnment shall be reviewed and approved
by the Bank =s board of directors, and such revi ew and

approval shall be recorded in the mnutes of the Bank

board of directors. Immediately thereafter, a copy of
such witten assessnent shall be provided to the
Regional Drector and to the Conm ssioner;

A witten assessnent, to be conpleted within 120 days
fromthe effective date of this CRDER of the |evel of
potential credit risk to the Bank that results fromthe
reliance of the Bank’s commrercial |oan custoners on

el ectronic information systens and ot her automnated
systens to conduct the |oan custoners’ businesses. Such
assessnent shall include reasonable inquiry into the
exposure of the Bank’s commercial | oan custoners to Year
2000 problens that mght jeopardize the tinely repaynent
of loans. Such assessnent shall be reviewed by the
Bank’ s board of directors, and such review shall be
recorded in the mnutes of the Bank’s board of

di rectors;

The renovation, to be conpleted within 270 days fromthe

effective date of this CRDER of all electronic



information systens and ot her autonmated systens that are
utilized by the Bank, to the extent that such renovation
IS necessary to correct all Year 2000 conpliance
deficiencies that are identified in the assessnent phase
of the Bank’s Year 2000 Pl an;

A val idation phase, to be conpleted by no |ater than
Decenber 31, 1998, which shall include conprehensive
testing of all electronic information systens and ot her
aut onat ed systens that are utilized by the Bank to
ascertain that all such systens are in fact capabl e,
after the conpletion of the renovation phase of the
Bank’ s Year 2000 Pl an, of performng correctly al
operations involving dates |ater than Decenber 31, 1999.
Such testing shall include testing of all changes to
hardware and software that occur in the renovation phase
of the Bank’s Year 2000 Plan, testing of all aspects of
interconnectivity and interoperation of the Bank’'s

el ectronic informati on systens with other systens, and
determnations by internal users and by external users
that at the conpletion of the renovati on phase of the
Bank’s Year 2000 Plan, all of the electronic systens
utilized by the Bank are capable of performng al
operations that involve dates |ater than Decenber 31
1999. To the extent that any aspect of any el ectronic
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f)

information systemor other automated systemthat is
utilized by the Bank as of Decenber 31, 1998 cannot be
proven to be fully Year 2000 conpliant, the validation
phase of the Bank’s Year 2000 Pl an shall include the
identification in witing of all such systens and of the
nature of such systens’ failure to be fully Year 2000
conpl i ant. Such witten identification shall be
reviewed by the Bank’s board of directors by no |later
t han Decenber 31, 1998, and such review shall be
recorded in the mnutes of the Bank’s board of
directors. Wthin 15 days thereafter, the Bank shal
devel op and inplenment a plan to replace, by no |ater
than July 1, 1999, any systemthat is identified as of
Decenber 31, 1998 as not havi ng been proven to be Year
2000 conpliant; and

The inplenentation by the Bank, by no later than July 1,
1999, only of electronic information systens and ot her
aut onat ed systens that are fully capabl e of performng
all operations involving dates | ater than Decenber 31,
1999. Such inplenentation shall include a witten
determnation by the Bank that the el ectronic
information systens that are utilized by the Bank have

been tested successfully to determne that such systens
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are fully capable of performng all operations involving
dates later than Decenber 31, 1999.

3. By no later than Decenber 31, 1997, the Bank shal
replace the electronic information systens hardware, operating
systens, and application software that were being utilized by the
Bank as its nai nframe data processing systemon June 20, 1997, as
described in the FD C=s Report of Exam nation--Infornation
Systens of the Bank as of June 20, 1997. I n determ ning howto
repl ace such electronic infornmation systens, the Bank shal
performor obtain a conprehensive analysis of the costs and
benefits to the Bank if the Bank directly purchases or |eases
el ectronic informati on systens, as opposed to entering into a
contract or contracts with an informati on systens service
provider. In addition, if the Bank chooses to replace its
el ectronic informati on systens through an el ectronic infornmation
systens service provider, prior to entering any contract or
agreenment with any provider for the replacenent of the Bank's
el ectronic informati on systens, the Bank shall performor obtain
a cost-benefit analysis of potential information systens service
providers including potential providers that are not affiliates
of the Bank as the term"affiliate" is defined in section 23A or
23B of the Federal Reserve Act. The cost-benefit anal yses that

are required by this Paragraph shall be reviewed by the Bank’s
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board of directors, and such review shall be recorded in the
mnutes of the bank’s board of directors.

4. Beginning on the effective date of this CRDER and for
so long as this CRDER shall renain in effect, the Bank shal
acquire or contract for the use of electronic informati on systens
har dwar e, operating systens, and/or applications software only if
such hardware, systens software, and/or applications software has
been successfully tested for Year 2000 conpliance prior to
utilization by the Bank and thus is capable of performng
correctly all operations (including interactions or
i nt erdependencies with other automated systens utilized by the
Bank, its custoners, its affiliates, and its vendors in the
conduct of the Bank’s business) involving dates |ater than
Decenber 31, 1999.

5. Beginning on the effective date of this CRDER and for as
long as this CRDER shall renmain in effect, the Bank shall
establish authority and controls over any information systens
service provider(s) that the Bank may utilize sufficient to
assure the effective and tinely conpletion of all hardware and
software testing that is needed to conplete the Validation Phase
of the Bank’s Year 2000 Pl an as described above in Paragraph 2(e)
of this CRDER

6. No later than 30 days fromthe effective date of this
ORDER, the Bank shall have, and thereafter the Bank shal
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conti nuously have, for as long as this CRDER renmains in effect, a
fully functional backup electronic information systemthat is
fully conpatible with the Bank’s primary el ectronic infornation
systemand is imredi ately available for the Bank’s use in the
event that the Bank’s primary electronic informati on systemis

i noperabl e or unavailable. Wthin 60 days fromthe effective
date of this CRDER and at | east once in every cal endar year
thereafter for so long as this CRDER shall remain in effect, the
Bank shal | conduct, or cause to be conducted, a test of the
backup el ectronic informati on system The results of such
testing shall be reported to and reviewed by the Bank’s board of
directors, and such review shall be recorded in the mnutes of

t he Bank’s board of directors.

7. Beginning on the effective date of this ORDER and for so
long as this CRDER shall remain in effect, the Bank shall not
enter into, or remain party to, any agreenent or arrangenent for
the provision of electronic information services unless such
agreenent or arrangenent specifically provides for the Bank to
retain the follow ng powers : a) to establish, either alone or in
conjunction with affiliates of the Bank that obtain electronic
information systens services fromthe same provider, a comttee
that shall have the responsibility and the authority to define
the functional and technical specifications for the electronic
i nformation processing systens to be used by the Bank; b) to

14



w t hhol d paynment under any el ectronic informati on systens service
agreenent if the informati on systens service provider violates or
causes the Bank to violate any provision of this CRDER c) to
termnate w thout notice any electronic information systens
service agreenent if such agreenent causes the Bank or its
service provider to be cited in any Report of Examnation for an
apparent violation of section 23A or 23B of the Federal Reserve
Act .
8. Wthin 60 days fromthe effective date of this CRDER the
Bank shal |l devel op and i npl ement an appropriate Infornation
Systens Policy. At a mninmum such Information Systens Policy
shal | :
a) Define the authority and responsibility of each nenber
of the Bank’s managenent wi th respect to the Bank’s
el ectronic informati on systens function, including the
responsibility and authority for defining the Bank's
i nformation processing needs and the identification of
information systens and/or service providers to neet
such needs;
b) Establish appropriate operational procedures for the
Bank’s el ectronic information systens; and

c) Provide for the establishnment of appropriate controls in
the operation of the Bank’s el ectronic information
systens, including, at a mninmm provisions regarding

15



the followng: i) Virus protection software shall be
installed on each conputer and shall be periodically
updated; ii) Appropriate controls on access to conputer-
based i nformati on shall be established and mnai nt ai ned,
including, at a mninum password protection of access
to conputer based prograns and data files, encryption of
enpl oyee passwords whenever such passwords are
maintained in an electronic file or displayed visually
on a conputer screen, appropriate segregation of duties
to ensure that enpl oyees are not responsible for
assi gning or knowi ng custoners’ personal identification
nunbers (" PINs") or passwords, and appropriate
protections with respect to the confidentiality of data
regarding the Bank’s custoners; and iii) The privil eges,
duties and responsibilities of enployees with respect to
the use of the Bank’s conputer systens shall be defined
with specificity.
The Bank’ s Information Systens Policy shall be reviewed and
approved by the Bank’s board of directors prior to the
i mpl ement ati on of such policy. Such review and approval shall be
recorded in the mnutes of the Bank’s board of directors.
Thereafter, for so long as this CRDER shall remain in effect, the
Bank shall adhere to the Infornation Systens Policy and any
subsequent nodifications thereof. Immediately follow ng the
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adoption of the Bank’s Information Systens Policy, the Bank shal
submt a copy of the Policy to the Regional Director and to the
Conm ssi oner .

9. Beginning on the effective date of this ORDER and for so
long as this CRDER shall remain in effect, the Bank shall
maintain inits files docunentation that reflects the operationa
perfornmance of the electronic information systens that are
utilized by the Bank. At a mninum such docunentation shal
include a listing of problens (a "Problem Log") which shal
include a description of the nature of every problemor failure
in the operation of any electronic information systemutilized by
the Bank that is not clearly attributable to operator error, the
date and tine at which such problemor failure occurs, the date
and tinme when such problemor failure is corrected, a description
of the steps taken to correct such problemor failure, and a
description of the inpact of such problemor failure upon the
conduct of the Bank’s business. Each problemor failure in the
operation of the electronic information systens utilized by the
Bank shall be recorded in the ProblemLog within 24 hours after
t he occurrence of such problemor failure.

10. Wthin 90 days fromthe effective date of this CRDER
the Bank shall devel op and inpl erent an appropriate disaster
recovery plan with respect to the Bank’s utilization of
electronic information systens. |n devel opi ng such di saster
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recovery plan, the Bank shall consider Chapter 10 of the Federal

Financial Institutions Exam nation Council ("FFIEC") | nf ormati on

Syst em Exam nati on Handbook , "Corporate Contingency Pl anning."

The Bank’ s board of directors shall review and approve the Bank’s
di saster recovery plan prior to the Bank’s inplenentati on of such
plan. Such review shall be recorded in the mnutes of the Bank’'s
board of directors. Thereafter, for so long as this ORDER shall
remain in effect, the Bank shall continue to maintain an
appropriate disaster recovery plan with respect to its electronic
i nformation systens.

11. Wthin 90 days fromthe effective date of this CRDER
t he Bank shall develop and inplenent a policy regarding the
acqui sition and use of mcroconputers in the conduct of the
Bank’ s business (a "Mcroconputer Policy"). In developing its
M croconputer Policy, the Bank shall consider Chapter 16 of the

FFI EC Information System Exam nati on Handbook , "End- User

Conputing." The Bank’s board of directors shall review and
approve the M croconputer Policy prior to the Bank's

i npl ement ati on of such policy. Such review shall be recorded in
the mnutes of the Bank’s board of directors. Thereafter, for as
long as this CRDER shall renmain in effect, the Bank shall adhere
to the Mcroconputer Policy and to any subsequent anendnents

t her et 0.
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12. Wthin 90 days of the effective date of this CRDER and
for so long as this CRDER shall renmain in effect, the Bank shall
take, and shall cause its informati on systens service
provider(s), if any, to take, appropriate nmeasures to segregate
the duties of personnel so that no single enpl oyee of the Bank
and/or of the Bank’s service provider both conducts a busi ness
transacti on on behalf of the Bank and perforns data processing
tasks, such as data entry, proofing, or data reconciliation, with
respect to the same transacti on.

13. Wthin 90 days fromthe effective date of this CRDER
the Bank shall develop and begin to inplenent a plan to ensure
that an appropriate nunber of enployees are fully trained and
duly authorized to operate the electronic information systens
that are utilized by the Bank. Such plan shall be reviewed and
approved by the Bank’s board of directors prior to the Bank's
i npl enent ati on of such plan, and such revi ew and approval shal
be recorded in the mnutes of the Bank’s board of directors.
no later than 180 days fromthe effective date of this CRDER and
for so long as this CRDER shall renmain in effect, the Bank shall
ensure at all times that an appropriate nunber of enpl oyees are
fully trained and duly authorized to operate the el ectronic
information systens that are utilized by the Bank

14. Wthin 60 days fromthe effective date of this CRDER
the Bank shall devel op and inplenment revised audit policies and
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procedures in a nmanner that ensures that the Bank shall conduct
effective audits of all aspects of its operations, including its
el ectronic information systens. At a mninum the Bank’s revised
audit procedures shall provide that: a) the Bank’s internal and
external auditors shall include the Bank’s electronic infornmation
systens within the scope of periodic audits of the Bank; b) al
audit reports that are presented by the Bank’s internal and
external auditors shall be reviewed by the Bank’s board of
directors within 30 days of the Bank’s receipt of such audit
reports, and such review shall be recorded in the mnutes of the
Bank’ s board of directors; c) within 60 days fromthe recei pt of
each and every report fromits internal or external auditor(s),
the Bank shall prepare a witten response to such audit report,
such witten response shall be reviewed and approved by the
Bank’ s board of directors, and such review and approval shall be
recorded in the mnutes of the Bank’s board of directors; d)the
Bank’ s internal auditor(s) shall have training and experience
that is appropriate and sufficient to enabl e such interna
auditor(s) to conduct appropriate audits of all aspects of the
Bank’ s operations, including electronic informati on systens; e)
the duties of the Bank’s internal auditor(s) shall be defined to
avoid potential conflicts involving the interests of the Bank,

t he Bank’ s hol di ng conpany, and any subsidiary of the Bank's
hol di ng conpany; and f) internal and external audits of the Bank
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shall be conducted at regular intervals, the I ength of which
shall be specified in the Bank’s revised audit policy and
procedures. Prior to the Bank’s inpl enentati on of such revised
audit policy and procedures, the Bank’s board of directors shal
revi ew and approve such revi sed policy and procedures, and such
revi ew and approval shall be recorded in the mnutes of the
Bank’ s board of directors. Subsequently, for so long as this
ORDER shal |l remain in effect, the Bank shall adhere to such
revised audit policies and procedures and to any subsequent
nodi fi cations thereof.

15. Wthin 30 days fromthe effective date of this CRDER
and thereafter for as long as this ORDER shall remain in effect,
the Bank shall retain the services of a qualified electronic
information systens consultant who is acceptable to the Regi onal
Drector and to the Comm ssioner. Such consul tant shal
participate directly in the creation, and in all phases of the
i npl ement ati on, of the Bank's Year 2000 Pl an as described in
Paragraph 2 of this CRDER Not less frequently than nonthly,
such consultant shall report to the Bank's board of directors
regarding the status of the Bank's Year 2000 Plan. Such reports
shall be recorded in the mnutes of the Bank's board of
directors.

16. Following the effective date of this CRDER the Bank
shall send to its sharehol ders or otherw se furnish a description
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of this CRDER (1) in conjunction with the Bank's next sharehol der
comuni cation and also (2) in conjunction with its notice or
proxy statenent preceding the Bank's next sharehol der neeti ng.
The description shall fully describe this CRDERin all nateri al
respects. The description and any acconpanyi ng conmmuni cati on,
statenent or notice shall be sent to the FDIC, Registrati on and
D scl osure Section, Washington, D.C 20429, and to the

Comm ssioner, for review at |east 20 days prior to dissemnation
to sharehol ders. Any changes requested to be nade by the FD C or
t he Comm ssioner shall be nade prior to dissemnation of the
description, communication, notice or statenent.

17. Wthin 90 days fro mthe effective date of this ORDER
and within 30 days followi ng the end of each cal endar quarter
thereafter, the Bank shall furnish witten progress reports to
the Regional D rector and the Comm ssioner detailing the formand
manner of any actions taken to secure conpliance with this CRDER
and the results thereof. Such reports may be di sconti nued when
the corrections required by this CRDER have been acconplished and
the Regional D rector and the Comm ssioner have rel eased t he Bank
inwiting frommaking further reports. Al progress reports and
other witten responses to this CRDER shall be reviewed by the
board of directors of the Bank and nade a part of the m nutes of

t he appropriate board neeti ng.
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18. The provisions of this ORDER shall becone effectiv e ten
(10) days fromthe date of its issuance and shall be bi ndi ng upon
the Bank, its successors and assigns, and to the extent provided
in section 8 i) of the Act, 12 U S.C ' 1818( i), its institution-
affiliated parties. Further, the provisions of this CRDER shall
remai n effective and enforceabl e except to the extent that, and
until such tine as, any provisions of this CRDER shall have been
nodi fi ed, term nated, suspended, or set aside by the FD C

19. The provisions of this CRDER are separate from and in
addition to, the provisions of any other CRDER(S) with respect to
t he Bank.

Pursuant to del egated authority.

Dated at Atlanta, Georgia, this  day of Novenber, 1997.

Law ence E. Mrgan, Jr.
Regi onal Director
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